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ABSTRACT 

Cryptocurrency has become a prominent financial aset worldwide, but it presents various risks, 

particularly affecting risk auditors’ assessments. Since its inception, cryptocurrency has posed 

significant riks to financial system, including money laundering concerns.Institutions such as 

banks, anti-money laundering agencies, and compliance officers face challenges in managing 

risks related to cryptocurrency transactions, especially when users conceal illegal funds. This 

study applies Hierarchical Risk Parity and unsupervised machine learning to cryptocurrency 

risk management .It highlights inherent risks like unauthorized private key access and finds 

that experienced users face lower risks compared to less experienced ones.Then proposed 

model demonstrates robust performance, improving risk management through effective re-

balancing and covariance estimation.  

 

I.INTRODUCTION  

 
 

 

 

 

 

 

 



 

Volume 07, Issue 01, Jan 2023                      ISSN 2581 – 4575 Page 97 

 

 

  

 

 



 

Volume 07, Issue 01, Jan 2023                      ISSN 2581 – 4575 Page 98 

 

 

 

 

_ Finding the highest likelihood risk of the 

determined crypto currency. 

 
 

II. EXISTING SYSTEM  
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III.PROPOSED SYSTEM  

 
Advantages 
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IV. MODULES 

Service Provider 
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V.CONCLUSION 
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